Samodin A.V. Temporary restriction of access to information in criminal procedural law of Ukraine.
This article discusses and justifies the need to supplement the provisions of the Criminal Procedural Code of Ukraine a new measure to ensure the criminal proceedings in the form of temporary restrictions on access to information that is transmitted via telecommunication networks or transport is processed and stored in electronic systems or parts thereof.

Modern criminal procedure legislation of  Ukraine has fully create conditions and provide pre-trial investigation effective means of achieving the objectives of the criminal proceedings in order to protect individuals, society and the state of criminal offenses, protection of rights, freedoms and legitimate interests of the criminal proceedings. The feasibility of reforming certain legal provisions on security criminal proceedings arises in the context of improving the legislation of Ukraine in the field of information security and cybercrime.
Unlawful use of computers (computer) systems and computer networks, telecommunication networks can not only be a separate type of crime, but also in some cases serve as a means to commit other more dangerous for the state and society, crime. The need to improve the legal security and preventing and neutralizing potential and real threats to national security in the information sector, to counter aggression information of foreign states drew attention in its decision National Security and Defense Council of Ukraine.

Information security is an integral part of each of the areas of national security and, at the same time, an important independent sphere of national security.
In the field of criminal justice is a problem is more acute because of its availability in some cases impossible to achieve the objectives of the criminal proceedings, can not in time to stop the criminal offenses interfere with the performance of tasks of law enforcement agencies to prevent crimes.

Opportunities blocking sites, even for issues of national security should be provided with some (good) legal procedure which in our view should include: purpose, reason, justified and proven threat to the state or society, compulsory part of the court in considering, timing and consequences of, and procedure execution judicial decision. Considering all these elements, we propose to provide criminal procedural legislation ability to block websites in the form of ensuring independent criminal proceedings. The procedure for its application should follow the general rules ensuring application of the criminal proceedings referred to in Article 132 of the Criminal Procedure Code of Ukraine, in particular: the presence of the investigating judge or decision of the court; certain restrictions of their use; criteria for assessing the needs of pre-trial investigation investigating judge; an investigator or a judge of the court of certain evidence.
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